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Based on Windowed Revocation M echanism
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Abstract Based on the analysis of the agorithm, performance and problem of a nove
certificate revocation approach called the windowed revocation mechanism, a new and more
efficient certificate revocation mechanism is proposed in this paper. The new mechanism integrates
windowed certificate revocation and Delta-CRL mechanism, and uses effective method to avoid
replay-attack.It satisfies the scalability and flexibility requirements of certificate revocation
mechanism and, as the same time, can provide near rea-time certificate status when required. The
design and performance of the new mechanism is analyzed in this paper.
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